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(6) To noncriminal justice govern-
mental agencies performing criminal 
justice dispatching functions or data 
processing/ information services for 
criminal justice agencies; and 

(7) To private contractors pursuant 
to a specific agreement with an agency 
identified in paragraphs (a)(1) or (a)(6) 
of this section and for the purpose of 
providing services for the administra-
tion of criminal justice pursuant to 
that agreement. The agreement must 
incorporate a security addendum ap-
proved by the Attorney General of the 
United States, which shall specifically 
authorize access to criminal history 
record information, limit the use of the 
information to the purposes for which 
it is provided, ensure the security and 
confidentiality of the information con-
sistent with these regulations, provide 
for sanctions, and contain such other 
provisions as the Attorney General 
may require. The power and authority 
of the Attorney General hereunder 
shall be exercised by the FBI Director 
(or the Director’s designee). 

(b) The exchange of criminal history 
record information authorized by para-
graph (a) of this section is subject to 
cancellation if dissemination is made 
outside the receiving departments, re-
lated agencies, or service providers 
identified in paragraphs (a)(6) and (a)(7) 
of this section. 

(c) Nothing in these regulations pre-
vents a criminal justice agency from 
disclosing to the public factual infor-
mation concerning the status of an in-
vestigation, the apprehension, arrest, 
release, or prosecution of an individual, 
the adjudication of charges, or the cor-
rectional status of an individual, which 
is reasonably contemporaneous with 
the event to which the information re-
lates. 

(d) Criminal history records received 
from the III System or the FIRS shall 
be used only for the purpose requested 
and a current record should be re-
quested when needed for a subsequent 
authorized use. 

§ 20.34 Individual’s right to access 
criminal history record informa-
tion. 

The procedures by which an indi-
vidual may obtain a copy of his or her 
identification record from the FBI to 

review and request any change, correc-
tion, or update are set forth in §§ 16.30– 
16.34 of this chapter. The procedures by 
which an individual may obtain a copy 
of his or her identification record from 
a state or local criminal justice agency 
are set forth in § 20.34 of the appendix 
to this part. 

§ 20.35 Criminal Justice Information 
Services Advisory Policy Board. 

(a) There is established a CJIS Advi-
sory Policy Board, the purpose of 
which is to recommend to the FBI Di-
rector general policy with respect to 
the philosophy, concept, and oper-
ational principles of various criminal 
justice information systems managed 
by the FBI’s CJIS Division. 

(b) The Board includes representa-
tives from state and local criminal jus-
tice agencies; members of the judicial, 
prosecutorial, and correctional seg-
ments of the criminal justice commu-
nity; a representative of federal agen-
cies participating in the CJIS systems; 
and representatives of criminal justice 
professional associations. 

(c) All members of the Board will be 
appointed by the FBI Director. 

(d) The Board functions solely as an 
advisory body in compliance with the 
provisions of the Federal Advisory 
Committee Act. Title 5, United States 
Code, Appendix 2. 

§ 20.36 Participation in the Interstate 
Identification Index System. 

(a) In order to acquire and retain di-
rect access to the III System, each 
Control Terminal Agency and Federal 
Service Coordinator shall execute a 
CJIS User Agreement (or its functional 
equivalent) with the Assistant Director 
in Charge of the CJIS Division, FBI, to 
abide by all present rules, policies, and 
procedures of the NCIC, as well as any 
rules, policies, and procedures herein-
after recommended by the CJIS Advi-
sory Policy Board and adopted by the 
FBI Director. 

(b) Entry or updating of criminal his-
tory record information in the III Sys-
tem will be accepted only from state or 
federal agencies authorized by the FBI. 
Terminal devices in other agencies will 
be limited to inquiries. 
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§ 20.37 Responsibility for accuracy, 
completeness, currency, and integ-
rity. 

It shall be the responsibility of each 
criminal justice agency contributing 
data to the III System and the FIRS to 
assure that information on individuals 
is kept complete, accurate, and current 
so that all such records shall contain 
to the maximum extent feasible dis-
positions for all arrest data included 
therein. Dispositions should be sub-
mitted by criminal justice agencies 
within 120 days after the disposition 
has occurred. 

§ 20.38 Sanction for noncompliance. 
Access to systems managed or main-

tained by the FBI is subject to can-
cellation in regard to any agency or en-
tity that fails to comply with the pro-
visions of subpart C of this part. 

APPENDIX TO PART 20—COMMENTARY ON 
SELECTED SECTIONS OF THE REGULA-
TIONS ON CRIMINAL HISTORY RECORD 
INFORMATION SYSTEMS 

Subpart A–§ 20.3(d). The definition of crimi-
nal history record information is intended to 
include the basic offender-based transaction 
statistics/III System (OBTS/III) data ele-
ments. If notations of an arrest, disposition, 
or other formal criminal justice transaction 
occurs in records other than the traditional 
‘‘rap sheet,’’ such as arrest reports, any 
criminal history record information con-
tained in such reports comes under the defi-
nition of this subsection. 

The definition, however, does not extend to 
other information contained in criminal jus-
tice agency reports. Intelligence or inves-
tigative information (e.g., suspected crimi-
nal activity, associates, hangouts, financial 
information, and ownership of property and 
vehicles) is not included in the definition of 
criminal history information. 

§ 20.3(g). The definitions of criminal justice 
agency and administration of criminal jus-
tice in § 20.3(b) of this part must be consid-
ered together. Included as criminal justice 
agencies would be traditional police, courts, 
and corrections agencies, as well as subunits 
of noncriminal justice agencies that perform 
the administration of criminal justice pursu-
ant to a federal or state statute or executive 
order and allocate a substantial portion of 
their budgets to the administration of crimi-
nal justice. The above subunits of non-
criminal justice agencies would include, for 
example, the Office of Investigation of the 
Food and Drug Administration, which has as 
its principal function the detection and ap-

prehension of persons violating criminal pro-
visions of the Federal Food, Drug and Cos-
metic Act. Also included under the defini-
tion of criminal justice agency are umbrella- 
type administrative agencies supplying 
criminal history information services, such 
as New York’s Division of Criminal Justice 
Services. 

§ 20.3(i). Disposition is a key concept in sec-
tion 524(b) of the Act and in §§ 20.21(a)(1) and 
20.21(b) of this part. It therefore is defined in 
some detail. The specific dispositions listed 
in this subsection are examples only and are 
not to be construed as excluding other, un-
specified transactions concluding criminal 
proceedings within a particular agency. 

§ 20.3(q). The different kinds of acquittals 
and dismissals delineated in § 20.3(i) are all 
considered examples of nonconviction data. 

Subpart B—§20.20(a). These regulations 
apply to criminal justice agencies receiving 
funds under the Omnibus Crime Control and 
Safe Streets Act for manual or automated 
systems subsequent to July 1, 1973. In the 
hearings on the regulations, a number of 
those testifying challenged LEAA’s author-
ity to promulgate regulations for manual 
systems by contending that section 524(b) of 
the Act governs criminal history informa-
tion contained in automated systems. 

The intent of section 524(b), however, 
would be subverted by only regulating auto-
mated systems. Any agency that wished to 
circumvent the regulations would be able to 
create duplicate manual files for purposes 
contrary to the letter and spirit of the regu-
lations. 

Regulation of manual systems, therefore, 
is authorized by section 524(b) when coupled 
with section 501 of the Act which authorizes 
the Administration to establish rules and 
regulations ‘‘necessary to the exercise of its 
functions * * *.’’ 

The Act clearly applies to all criminal his-
tory record information collected, stored, or 
disseminated with LEAA support subsequent 
to July 1, 1973. 

Limitations as contained in subpart C also 
apply to information obtained from the FBI 
Identification Division or the FBI/NCIC Sys-
tem. 

§ 20.20 (b) and (c). Section 20.20 (b) and (c) 
exempts from regulations certain types of 
records vital to the apprehension of fugi-
tives, freedom of the press, and the public’s 
right to know. Court records of public judi-
cial proceedings are also exempt from the 
provisions of the regulations. 

Section 20.20(b)(2) attempts to deal with 
the problem of computerized police blotters. 
In some local jurisdictions, it is apparently 
possible for private individuals and/or news-
men upon submission of a specific name to 
obtain through a computer search of the 
blotter a history of a person’s arrests. Such 
files create a partial criminal history data 
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